

**Allegato alla Determinazione Direttoriale Generale AgID n. 70/2025**

**Linee guida operative per regolare l’uso dei modelli ATe in caso di scadenza della certificazione ex articolo 30 del Regolamento** **(UE) 910/2014, come modificato dal Regolamento (UE) 2024/1183.**

# **Scopo**

Le presenti Linee Guida sono adottate ai sensi dell’articolo 71 del D.Lgs. 2 marzo 2005, n. 82, allo scopo di chiarire le condizioni di emissione e utilizzo delle tessere di riconoscimento di cui al D.P.R. 28 luglio 1967, n. 851, rilasciate con modalità elettronica dalle Amministrazioni dello Stato ai sensi dell’articolo 66, comma 8, del decreto legislativo n. 82 del 2005 (di seguito “modelli ATe”), in relazione alle certificazioni dei microprocessori emesse ai sensi dell’articolo 30 del Regolamento (UE) 910/2014, come modificato dal Regolamento (UE) 2024/1183.

Si chiarisce che le presenti Linee Guida integrano il D.P.C.M. 24 maggio 2010.

# **Riferimenti Normativi**

* Regolamento (UE) n. 910/2014 del Parlamento europeo e del Consiglio del 23 luglio 2014 in materia di identificazione elettronica e servizi fiduciari per le transazioni elettroniche nel mercato interno e che abroga la direttiva 1999/93/CE, come modificato dal Regolamento (UE) 2024/1183 del Parlamento europeo e del Consiglio dell’11 aprile 2024, per quanto riguarda l’istituzione del quadro europeo relativo a un’identità digitale (di seguito Regolamento eIDAS);
* Decreto legislativo 7 marzo 2005, n. 82 e s.m.i., recante “Codice dell’amministrazione digitale” (di seguito CAD);
* Decreto del Presidente del Consiglio dei Ministri 24 maggio 2010, recante “Regole tecniche delle Tessere di riconoscimento (mod. AT) di cui al D.P.R. n. 851 del 1967 rilasciate con modalità elettronica dalle Amministrazioni dello Stato, ai sensi dell’articolo 66, comma 8, del decreto legislativo n. 82 del 2005”;
* Regolamento (UE) 2016/679 del Parlamento europeo e del Consiglio del 27 aprile 2016 relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla libera circolazione di tali dati e che abroga la direttiva 95/46/CE (regolamento generale sulla protezione dei dati);
* Decreto legislativo 30 giugno 2003, n. 196 e s.m.i., recante “Codice in materia di protezione dei dati personali, recante disposizioni per l’adeguamento dell’ordinamento nazionale al Regolamento (UE) n. 2016/679 del Parlamento europeo e del Consiglio, del 27 aprile 2016, relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla libera circolazione di tali dati e che abroga la Direttiva 95/46/CE”.

# **Soggetti destinatari**

Destinatari delle presenti Linee Guida sono tutti i soggetti coinvolti nella produzione, gestione, adozione e utilizzo dei modelli ATe.

# **Certificazione microprocessore**

I modelli ATe, rilasciati dalle Amministrazioni dello Stato ai sensi del D.P.R. 28 luglio 1967, n. 851, e le cui caratteristiche fisiche e logiche sono regolate dall’articolo 5, comma 2, del D.P.C.M. 24 maggio 2010, sono emessi utilizzando un microprocessore la cui conformità ai requisiti di cui all’allegato II del Regolamento eIDAS è attestata da una certificazione emessa ai sensi dell’articolo 30 del Regolamento eIDAS.

Qualora la predetta certificazione risulti scaduta, il modello ATe può continuare a essere utilizzato fino alla propria scadenza per finalità di identificazione e autenticazione, fatto salvo l’obbligo di revoca degli eventuali certificati qualificati per la generazione della firma elettronica qualificata la cui chiave privata sia a bordo del microprocessore.

Qualora la certificazione di un microprocessore sia revocata anticipatamente dall’organismo di cui all’articolo 30 del Regolamento eIDAS a causa di sopravvenute vulnerabilità, devono essere revocati anche i certificati di autenticazione la cui chiave privata sia a bordo dei medesimi microprocessori.